QUICK TIPS 

STRENGTH GAIN tips:

When submitting a strength gain, ensure the strength gain recommended by the Customer Support Center is the one being submitted.  There are edits in both NSIPS and RHS to avoid corrupted data from being entered and submitted to RHS.  However, not every field can be edited for accuracy of the data being entered.  Some fields require your attention to detail to ensure accurate data is reported.  Fields that should be double and triple checked prior to saving the strength gain include:

NAME – verify for accuracy and correct

SSN – verify for accuracy and correct

UIC – Verify for accuracy and correct  

CONTRACT BEGIN DATE – validate, verify and correct

CONTRACT END DATE – validate, verify and correct 

ENLISTMENT TERM – validate, verify and correct

DIERF – needs to be established or corrected during the strength gain process
DIEMS – needs to be established or corrected during the strength gain process

When processing a strength gain, you will be prompted to add the address and phone of the member.  When you get to the address and phone screen, click the “+” sign on the right hand side of the page and select  “home”.  Enter the correct information and save. 

When completing a strength gain, ensure home address information is entered and completed.  Without the home address, the transaction will fail at RHS.  Mailing address is being entered by the field; however, the home address is missing in many cases. When processing a strength gain, the user will be prompted to add the address and phone of the member.  When you get to the address and phone screen, click the outer “+” sign on the right hand side of the page and select  “home”.  Select edit to enter the correct information and save. 

Users are opening trouble tickets to cancel drills.  Drills that are less than 13 months old should be cancelled using the IDT Cancel process in NSIPS.  Only drills that are more than 12 months old (Outside IAS) should be cancelled through the Pay Help Desk (RHS)
ACTIVITY GAIN tips:  

The Reserve Force is a mobile force on the move.  Before completing a transfer from one reserve unit to another, check for the following:

· Are the orders signed (once a check out to another unit is completed, it cannot be

cancelled. The only option at this time is for the unit the member was checked out to out to has to gain the member.  Double check to make sure this is the action you want to complete prior to completing the check out.  

· If you checked out a member erroneously, do not try gaining the member back to

the unit that he/she was originally assigned.  Gain the member or contact the gaining reserve center to check the member in to the unit and check them back out so you can regain the member to the original unit or to another unit you desire.  

· When transferring members from unit to unit be overly cautious of the effective

dates you are using.  Top of stack logic that is used in NSIPS is not designed for back dating.  When transferring members between units avoid back dating as much as possible and use current dates.  If a date assigned to a reserve unit needs to be changed, change the report date once the member has been gained rather than back dating the gain.   

· When transferring a member that has been recently strength gained, check the

Strength Code of the member to ensure the member is at full strength before you transfer the member.  The Strength Code should be 1 which indicates a member is at full strength at RHS, IMAPMIS and NSIPS.  If you see any other strength code, do not transfer the member until he/she is Strength Code 1.  

-
Unit decommissioning with personnel attached.  A unit cannot be

decommissioned until all personnel are transferred from the unit.  If you know a member that is assigned to a unit designated for decommissioning and is going on ADSW or mob, transfer the member prior to the decommissioning and before his/her reporting for ADSW or mob.   If the unit decommissions while the member is on ADSW or mob the transfer must be completed when the member returns.   Only after all personnel assigned to the unit are transferred out will the unit be decommissioned. 

PRINTING tips:

-     The Record of Emergency Data cannot be printed from the panel.  Once you have made the appropriate changes to the panel and saved, to print the Record of Emergency Data, go to Forms/Sub Docs.  At that time you can also update the required signature information. 

· In order to print the IDT Scheduled Report, use the Department selection of the

report. This will provide a listing of scheduled drills for members broken down by department.  The report will generate by name and SSN; however, the first member at the top of the list will appear by SSN only.  The remaining will be by SSN and name. 

SAAR tips:

       -
General UIC access allows you to administer records for selected UICs but does not allow you to run/print any reports. If you want to administer records of a UIC other than the one that you are assigned, you must complete a SAAR and submit it to the command UIC you are requesting access:  The following procedures apply:

Go to Enterprise Records Management System main page: https://nsips.nmci.navy.mil
and click on the link   - New Users (NSIPS, ESR and Web Ad Hoc Users).  When the  “NON-ERM USERS ONLY’ screen appears, go to the space provided next to EmplID and enter your SSN.   After you have entered your SSN hit the TAB key and two new fields will appear with your name and the UIC you are assigned already filled in.  At this point, you must delete the UIC that is listed and enter the Admin UIC for the UIC in which you want to gain access for administration.   Hit the TAB key again, and the following warning message will result:

Warning – Entered SSN – xxxxxxxxx is attached to the Home UIC – XXXXX. (26105, 42)

Modifying the Home UIC Command UIC will result in a creation of a civilian account.

Click the OK button (the warning panel will disappear) and then click on SUBMIT.  This will bring you to the SAAR page.  Complete the top portion of the SAAR and when you get to the ERM UIC Access link, click on the link and it will bring up the “Pay and Personnel Support Level UIC Access Profile” screen.  Enter the reserve admin UIC in the space provided and click save.  You will return to the previous screen and should see the reserve admin UIC listed.  Click OK.

· When completing the SAAR, do not use periods or dots (.) when entering your user name. 

· Do not use the same user name and password on SAARs that were previously denied.

· Avoid using your SSN as an operator ID.

.

