I: OPNA V -TCC_Message_Center [MaiIRoom@nmsgar01.hq.navy.mil] .$ted At: Monday, January 13, 200312:50 PM 

,-,onversation: NMCI AND ENTERPRISE INFORMATION TECHNOLOGY ISSUES// Posted To: Microsoft Outlook Embedded Message 

Subject: FW: NMCI AND ENTERPRISE INFORMATION TECHNOLOGY ISSUES// 

Disseminated Message From: msgcntr@dmsmfi.hq.navy.mil 

Sent: Mon, 13 Jan 2003 17:51:30 UT To: 

Subject: [6ROO070515U.CGS] NMCI AND ENTERPRISE INFORMATION TECHNOLOGY ISSUES// 

RAAUZYUW RUENAAA0667 0131730-UUUU--RUENCGU. ZNR UUUUU 

R 131730Z JAN 03 ZYB 

FM CNO WASHINGTON DC//N6N7// 

TO RUCBCLF/COMFLTFORCOM NORFOLK VA//01/N6// INFO RUCOGAF/FLTINFOWARCEN NORFOLK VAl/cOIl RHMFIUU/FLTINFOWARCEN NORFOLK VAl/COil 

RUENAAA/CNO WASHINGTON DC//N61/N61B1/N61K// BT 

UNCLAS //N02300// 

MSGID/GENADMIN/N6N7/001-03// 

SUBJ/NMCI AND ENTERPRISE INFORMATION TECHNOLOGY ISSUES// 

POC/TRAVERSO, TIMOTHY/-/CNO NIO/LOC:WASHINGTON DC/TEL:703-604-7806 /EMAIL:TIMOTHY.TRAVERSO@NAVY.MIL// 

POC/RODECK, RENEE/CAPT/CNO NIO/LOC:WASHINGTON DC/EMAIL:703-604-6880 /EMAIL:RENEE.RODECK@NAVY.MIL// 

POC/STICINSKI, RON/CAPT/NADTF/LOC:WASHINGTON DC/TEL:202-764-2942 /EMAIL:RON.STICINSKI@NAVY.MIL// 

POC/WHITKOP, ROBERT/CAPT/COMNETWARCOM/LOC:NORFOLK VA/TEL:757-417-6740 /EMAIL:ROBERT.WHITKOP@NETWARCOM.NAVY.MIL// 

POC/EHRLER, STEVE/SES/PEO-IT/LOC:WASHINGTON DC/TEL:703-602-5026 /EMAIL:EHRLERS@SPAWAR.NAVY.MIL// 

POC/CHRISTOPHER, CHRIS/CAPT/DIR NMCI/LOC:WASHINGTON DC 

/TEL:703-764-0012/EMAIL:CHRISTOC@SPAWAR.NAVY.MIL// 

POC/RANDALL, SCOTT/SES/SPAWARSYSCOM/LOC:SAN DIEGO CA/TEL:619-524-7529 /EMAIL:SCOTT.R.RANDALL@NAVY.MIL// 

RMKS/

1. THE ADVENT OF NMCI HAS IDENTIFIED SEVERAL ISSUES, WHICH WILL IMPACT THE NAVY'S INFORMATION TECHNOLOGY (IT) ENTERPRISE OF THE FUTURE. THIS MESSAGE WILL DELINEATE ORGANIZATIONAL RESPONSIBILITIES AND DUE DATES FOR THESE ISSUES, BOTH FROM AN NMCI AND AN ENTERPRISE PERSPECTIVE. THE NAVY'S IT ENTERPRISE GOVERNANCE STRUCTURE WILL BE PROVIDED SEPCOR. 

2. FOR THE FOLLOWING ISSUES AND ACTIONS, NAVY INFORMATION OFFICER (NIO) IS RESPONSIBLE FOR POLICY, NETWARCOM/CFFC/OPNAV FOR VALIDATED REQUIREMENTS, N6N7 FOR RESOURCING, SPAWAR FOR ARCHITECTURE AND STANDARDS, PEO-IT/PEO-C4I FOR ACQUISITION STRATEGY. IT IS RECOGNIZED THAT PARTICIPATION BY OTHER ORGANIZATIONS WILL BE REQUIRED TO RESOLVE THE BELOW ISSUES (SUCH AS DIRECTOR NMCI, ISF FOR NMCI RELATED ISSUES), HOWEVER THE DESIGNATED ORGANIZATION HAS THE AUTHORITY AND RESPONSIBILTY TO DELIVER SOLUTIONS FOR EACH ISSUE TO ALCON ON THE DATES LISTED BELOW. ADDITIONALLY, ISSUES DIRECTLY AFFECTING NMCI HAVE BEEN ASSIGNED ACTION DUE DATES SEPARATELY. 

A. INTEGRATION OF NAVY NETWORKS. 

WITH THE ADVENT OF NMCI (A SERVICE CONTRACT PROVIDING NETWORK DATA PORTION OF IT), IT21 (A SYNCHRONIZATION OF PROGRAMS TO PROVIDE DATA, VOICE AND VIDEO NETWORKING BETWEEN AFLOAT AND ASHORE) AND BLII (A NETWORK INFRASTRUCTURE FOCUSED ON PROVIDING DATA NETWORK IN OVERSEAS LOCATIONS), IT HAS BECOME APPARENT THAT, IN ORDER TO SUPPORT SEAMLESS NETWORK INTEROPERABILITY, A PLAN MUST BE DEVELOPED TO CAUSE THESE NETWORKS TO MIGRATE TO AN ENTERPRISE NETWORK. 

ENTERPRISE ACTION DUE DATES: 

(1) NIO: 30JAN03 

(2) NETWARCOM/CFFC/OPNAV: 30JAN03 

(3) N6N7: 30MAY03 

(4) SPAWAR: 15MAY03

(5) PEO-IT: 15MAY03 

B. STORAGE ADMINISTRATION. 

DETERMINE HOW TO BEST MANAGE/STANDARDIZE INFORMATION STORAGE REQUIREMENTS FOR NMCI, IT21 AND BLI I .STORAGE REFERS TO THE NETWORK CAPACITY ALLOCATED TO INDIVIDUAL USERS AND/OR GROUPS OF USERS TO REMOTELY STORE DATA. 

NMCI ACTION DUE DATES: 

(1) NETWARCOM/CFFC/OPNAV: 21JAN03

(2) SPAWAR: 30JAN03 (SHARE FILE CONOPS) 

ENTERPRISE ACTION DUE DATES:

(1) NIO: 30JAN03 

(2) NETWARCOM/CFFC/OPNAV: 1MAR03

(3) N6N7: 30JUN03 

(4) SPAWAR: 1APR03

(5) PEO-IT: 1MAY03 

C. GLOBAL ACCESS LIST (GAL) AND ACCOUNT ACCESS ADMINISTRATION. 

THIS IS A MAJOR NAVY ENTERPRISE ISSUE, WHICH IMPACTS THE IMPLEMENTATION AND INTEGRATION OF NMCI, IT21, AND BLII INTO A SEAMLESS NETWORK. THERE IS A REQUIREMENT TO ADMINISTER ACCOUNTS ACROSS NAVY NETWORKS SUCH THAT USERS CAN GET ACCESS TO THEIR INFORMATION FROM ANY NAVY NETWORK. THE MANAGEMENT, REPLICATION AND SYNCHRONIZATION OF ACCESS LISTS AND DIRECTORIES WITHIN AND ACROSS NAVY NETWORKS IS ESSENTIAL FOR THE SEAMLESS CONTROL OF NAVY INFORMATION. 

ENTERPRISE ACTION DUE DATES: 

(1) NETWARCOM/CFFC/OPNAV:31JAN03

(2) N6N7: 1JUL03 

(3) SPAWAR: 15MAR03

(4) PEO-IT: 1JUL03 

D. WATCHSTANDER AND VISITOR ACCESS. 

NETWARCOM IN CONJUNCTION WITH ECHELON II STAKEHOLDERS AND CFFC IDENTIFIED THE REQUIREMENT FOR AUTOMATED WATCH STANDER NETWORK ACCESS VIA A PERSONNEL KEY INFRASTRUCTURE (PKI) AND COMMON ACCESS CARD (CAC) FOR REQUIRED WATCHSTATIONS.

NMCI ACTION DUE DATES: 

(1) NIO: 30JAN03 (RESOLVE ROLE-BASED CAC POLICY ISSUE WITH DON CIO) 

ENTERPRISE ACTION DUE DATES:

(1) NIO: 30JUN03 

(2) NETWARCOM/CFFC/OPNAV: 30JAN03

(3) N6N7: 1DEC03 

(4) SPAWAR: 30JAN03 (DELIVER TECHNICAL SOLUTIONS RECOMMENDATION TO DON CIO) 

(5) PEO-IT: 1DEC03 

E. WIRELESS
THIS CAPABILITY IS BEING USED IN SOME FORM THROUGHOUT THE NAVY. IN ORDER TO ENSURE SECURE ACCESS TO NAVY INFORMATION AN ENTERPRISE APPROACH FOR THIS CAPABILITY IN THE INFRARED (IR) AND RADIO FREQUENCY (RF) ENVIRONMENTS MUST BE DEVELOPED AND IMPLEMENTED. 

NMCI ACTION DUE DATES: 

(1) NIO: 28FEB03 {MUST INCLUDE FINALIZED DOD POLICY

(2) NETWARCOM/CFFC/OPNAV: 30JAN03 

(3) SPAWAR: 30JAN03 (DELIVER ASSESSMENT OF CURRENT TECHNOLOGY) 

ENTERPRISE ACTION DUE DATES: 

(1) NETWARCOM/CFFC/OPNAV: 30FEB03

(2) N6N7: 30SEP03 

(3) SPAWAR: 30JUN03

(4) PEO-IT: 30JUN03 

F. WEB ENABLEMENT OF PROCESSES

WITHOUT QUESTION THE IMPLEMENTATION OF A NAVY WIDE WEB BASED ARCHITECTURE WILL FACILITATE NETWORK SECURITY, USER ACCESS AND SHARING OF INFORMATION AND EFFICIENT USE OF NETWORK CAPACITY. TFW WAS CREATED TO ASSIST IN THIS ENDEAVOR AND HAS ESTABLISHED WEB ENABLEMENT STANDARDS WHICH REQUIRE FORMAL INTEGRATION INTO THE IT DEVELOPMENT, ACQUISITION AND IMPLEMENTATION PROCESSES. 

ENTERPRISE ACTION DUE DATES: 

(1) NIO: 30JUL03 (COORDINATE WITH RDA ACQUISITION POLICY)

(2) N6N7: lDEC03 

(3) SPAWAR: 30JUL03 (4) PEO-IT: lDEC03 

G. SERVER MIGRATION AND CONSOLIDATION
AS THE NAVY MOVES FROM PROVIDING IT WITH A LOCAL SITE FOCUS TO A NAVAL ENTERPRISE FOCUS, THERE SHOULD BE SIGNIFICANT FISCAL SAVINGS AND SECURITY ENHANCEMENT BY PURSUING AN ENTERPRISE MIGRATION AND CONSOLIDATION OF SERVERS INTO GEOGRAPHICALLY DISPERSED SERVER FARMS. THE NAVY MUST DEVELOP A PLAN TO ACHIEVE THIS ACTION: 

ENTERPRISE ACTION DUE DATES: 

(1) NIO: 30JAN03 

(2) NETWARCOM/CFFC/OPNAV: 30JUN03

(3) N6N7: lSJUL03 

(4) SPAWAR: 30JUN03

(5) PEO-IT: 30AUG03 

H. THE FOLLOWING TWO ISSUES SHOULD BE CONSIDERED TOGETHER UNDER THE BROADER CATEGORY OF USER ACCESS AND VERIFIABLE ID
(1) OUTLOOK WEB ACCESS (OWA) AND SECURE WEB ACCESS (SWA). SWA DENOTES REMOTE ACCESS TO INFORMATION CONTAINED WITHIN NAVY NETWORK ENCLAVES. 

(2) DIGITAL IDENTIFICATION (ID) PROCESS AND ACCESS. 

ENTERPRISE ACTION DUE DATES: 

(1) NIO: 30APR03 

(2) NETWARCOM/CFFC/OPNAV:30JAN03

(3) N6N7: 30JUL03 

(4) SPAWAR: 21JAN03 (PROVIDE TECHNICAL SOLUTION TO ADDRESS REQUIREMENTS PER DON ENTERPRISE MESSAGE) 

(5) PEO-IT: 30JUN03 

I. EXTRANETS

BASED ON THE IMPLEMENTATION OF NMCI WE HAVE SEEN THE REQUIREMENT FOR ESTABLISHING EXTRANETS TO FACILITATE TO COLLABORATION BETWEEN NAVY ORGANIZATIONS AND OTHER ORGANIZATIONS. 

ENTERPRISE ACTION DUE DATES: 

(1) NIO: 30MAR03 

(2) NETWARCOM/CFFC/OPNAV:30JUN03

(3) N6N7: 30JUL03 

(4) SPAWAR: 30JUL03 

(5) PEO-IT: 30JULY03 

3. WE LOOK FORWARD TO WORKING WITH EACH ORGANIZATION TO RESOLVE THESE CRITICAL IT ISSUES FOR THE NAVY.// BT 

CNO WASH DC 0 ORIG N6(*) (6,F) INFO OPNAV DET(*) LDMS(*) LDMSCGU(O) AMHS(*) DS(*) AMHSCGS(*) NCC(*) SC(*)  

